Berkshire Kings and Queens Data Protection Policy

This policy ensures that the Berkshire Kings and Queens Basketball Club (Club) complies with Data Protection legislation and related guidance.

Scope:
The policy covers all information formats, including hard copies, electronic data, communications, web content, and images. It serves as the Club's primary information governance policy, addressing Data Protection and Information Asset Management. 

Personal data will be processed in accordance with the requirements of the UK
GDPR and in compliance with the data protection principles specified in the
legislation.  

Information Asset Register:
The Club will maintain an Information Asset Register (IAR) with details such as asset identification, owner, purpose of processing, privacy notice existence, format, access, data sharing agreements, processing conditions, third-party details, and retention periods.

Information Asset Owners:
The Club’s Committee will collectively be responsible for information assets, ensuring security, maintenance, and proper use of information assets, including retention periods and destruction.

Privacy Notices:
The Club will issue privacy notices for data subjects, including members and employees. Privacy notices will be approved by the Club’s Committee.

Information Sharing:
The Club shares information for with the relevant authorities for compliance and if necessary safeguarding purposes. More information can be found in the Member’s privacy notice. Ad hoc sharing adheres to legislative requirements, with safeguards for transfers outside the EEA to states that have not received an adequacy decision.

Data Protection Impact Assessments (DPIAs):
DPIAs are conducted by the Committee for high-risk data processing projects. The assessment will include privacy risks, implications, and solutions.

Retention Periods and Destruction of Records:
Retention periods follow legal requirements, best practice, and organizational necessity. Records will be securely destroyed, with details recorded in the Information Asset Register.

Third-Party Data Processors:
Any Third Parties who process data on behalf of the Club will be asked to evidence that they have adequate data protection controls and any contracts with third parties will contain necessary data protection clauses. The Committee may insist on ceasing data processing if safeguards are inadequate.

Requests for Information under the UK GDPR – Subject Access Requests:
Requests should be directed to the Club’s Committee. Requests will be acknowledged within 7 working days.  The requestor may be required to confirm their identity.  When identification has been confirmed and the Club has sufficient information to respond, the request will be considered valid and the Club will then respond to the request within one month, with a potential extension of up to two months for complex requests. 

In very limited cases the Club may refuse a request outright as ‘manifestly
unreasonable’ if we would have to spend an unjustified amount of time and
resources to comply.

Data Subject Rights:
Data subjects have additional rights, including access, rectification, erasure, and restriction of processing. Requests go to the Club’s Committee, who will respond within one month, with decisions, the reasons for them and any data amendments made being recorded.

Complaints:
Complaints related to Subject Data Rights should be made to the Club’s Committee. 

The Club’s Committee is responsible for evaluating and reviewing this policy.






